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Chapter 3

Compliance Overview

Objectives
The objectives of this chapter are as follows:

- Understand that regulations are requirements that need to be met by the covered entity.
- Understand regulations assist in the development of policies.
- Understand procedures utilize standards to implement policies.
- Understand guidelines are set by procedures.
- Determine what is meant by reasonable safeguards to secure electronic protected health information.
- Determine what the covered entity should concentrate on in regard to becoming compliant.
- Understand the importance of conducting a risk assessment.
- Understand the importance of security awareness training.
- Determine if the covered entities’ current business associate agreements contain the required elements.
- Understand what will be expected from the audit pilot program designed by the Office for Civil Rights (OCR) to conduct compliance assessments on covered entities.
- Understand the differences between the SAS 70 and SSAE 16 audits.
3.1 Interrelationship among Regulations, Policies, Standards, Procedures, and Guidelines

There is sometimes a misconception that regulations, policies, procedures, standards, and guidelines are interchangeable or synonymous with one another. This could not be further from the truth. To understand their differences, these terms need to be fully defined as they relate to compliance. These terms will also be defined as it relates to the Health Insurance Portability and Accountability Act (HIPAA)/Health Information Technology for Economic and Clinical Health (HITECH) Act subject matter.

HIPAA/HITECH defines regulations that are mandated by law. These regulations must be implemented and compliance must be met, or there could be severe consequences. These regulations form the basis for the covered entities’ policies. Policies are the intentions of management to come into compliance with the regulations. Policies are high-level requirements that are documented and approved by management to direct employees in the process of complying with the stated objectives.

Standards are set by policies that help produce the procedures that will be followed to carry out the objectives of the policies. Standards attempt to tie the procedures with their policies. Procedures are more detailed than policies and normally provide step-by-step instructions to follow in complying with the policy. Normally, there is one policy statement and several procedures on what the covered entity should do to carry out the policy. Once the procedures have been developed, guidelines are usually established that further are common practices that are followed by employees of a covered entity and are normally the real-life practices that are in place as established by a given procedure. See Figure 3.1.

3.2 Reasonable Safeguards

As discussed earlier, a covered entity must have in place appropriate administrative, technical, and physical safeguards that protect against the unauthorized use or disclosure of protected health information. This does not mean that the covered entity’s safeguards will guarantee that such use or disclosure will not happen, but rather the potential risk of such activities is acceptable. Of course the safeguards implemented will vary from one covered entity to another based upon several factors, such as the covered entity’s size or nature of work. It is imperative that every covered entity conduct a risk assessment to determine what safeguards should be implemented based on their distinct requirements. A covered entity may be limited by resources, such as finances or administration; however, there are several examples of safeguards that do not require a lot of effort. Related to administrative controls, providing security awareness training to employees can provide a huge return by increasing the security posture of the covered entity. One technical control that is probably already in place is the use of passwords on
computer systems or programs that store protected health information. A physical control that could be implemented immediately is the practice of speaking quietly when discussing a patient’s condition or not using a patient’s name when walking through public areas.

### 3.3 Centers for Medicare and Medicaid Services Compliance Review

During 2009, five covered entities were reviewed for compliance with the Security Rule by the Office of E-Health Standards and Services (OESS) of the Centers for Medicare & Medicaid Services (CMS). Historically, these reviews were conducted after complaints were “filed against entities” (FAEs). However, covered entities were also reviewed during this year that had no complaints filed. The reason to take a little time to discuss the results of this review is that it gives the covered entity some insight as to areas of compliance that need improvements.
It appears that the following particular areas were focused on (Centers for Medicare & Medicaid Services [CMS] Office of E-Health Standards and Services [OESS] 2009):

- Risk analysis and management
- Security training
- Physical security of facilities and mobile devices
- Off-site access and use of EPHI (electronic protected health information) from remote locations
- Storage of EPHI on portable devices and media
- Disposal of equipment containing EPHI
- Business associate agreements and contracts
- Data encryption
- Virus protection
- Technical safeguards in place to protect EPHI
- Monitoring of access to EPHI

Although the sample size for this review was rather small (only five individual covered entities were reviewed), CMS indicated the following areas of concern over all of them:

1. Risk analysis
2. Currency and adequacy of policies and procedures
3. Security training
4. Business associate agreements

Three other areas (workforce clearance, workstation security, and encryption) appeared to be issues from previous year (i.e., 2008) reviews, but CMS did not note these issues in the current review. Through the next several sections, areas of concern along with common pitfalls of the covered entities that CMS noted will be discussed.

### 3.3.1 Risk Analysis

The 2009 HIPAA Security Compliance Review indicated that covered entities are not performing the required risk assessments. The risk assessments are not reviewed on an annual basis or they were outdated based upon significant changes in the covered entities’ environment. It appears that the covered entities did not understand the process of conducting a risk assessment. The assessments reviewed were not formally documented or fully developed to cover all necessary steps in the risk assessment process. For instance, the risk assessments appeared to have skipped the first step in identifying systems that store, process, or transmit electronic protected
health information. These risk assessments failed to have a complete inventory of systems and locations where these systems are stored.

To mitigate these shortcomings, it is recommended that risk assessments be completed every 18 months or upon a significant change in the technical environment. A significant change in the environment can be brought on by introducing new systems such as electronic medical records solutions. Significantly upgrading existing systems or disposing of retired systems can alter the technical environment of the covered entity. Physically moving electronic assets to different locations can require additional physical controls be implemented. Any reorganization of the covered entity’s management or introducing new service offerings can require a change in the environment of the covered entity.

The risk assessments need to address all risks of the covered entity and establish an effective risk assessment process. This risk assessment process, described in detail in Chapter 12, includes identifying where data is stored and what systems are considered critical. Identifying threats and vulnerabilities to these systems along with analyzing the controls implemented to protect these systems can be determined by conducting vulnerability/penetration tests of these systems by experienced individuals. Exploiting these vulnerabilities will provide insight into the impact on the covered entity and assist in assessing the level of risks. By conducting these types of tests or exercises, the covered entity can determine additional controls that should be implemented. As previously discussed, the risk assessment should be formally documented and shared with executive level management to determine corrective actions for any deficiencies identified.

### 3.3.2 Currency and Adequacy of Policies and Procedures

According to the CMS, out of the five covered entities reviewed, only one had adequate policies and procedures implemented. Conditions of the review indicated that covered entities only had a few policies and procedures in place and most did not address the HIPAA/HITECH Security Standards and Implementation Specifications. In addition, actual guidelines followed were not consistent with the documented procedures or procedures did not follow the documented policies.

One of the recommended solutions is for covered entities to develop formally documented policies that are approved by management and reviewed on a periodic basis. In addition, the workforce member that is responsible for developing these policies and procedures must be one of the covered entity’s designated HIPAA security officers. The process for reviewing policies and procedures should include the following:

- Identify the management personnel responsible for the review
- The ability for workforce members to obtain the most recent version of the policies/procedures
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Assess against current operational and regulatory requirements
Update as necessary
Document that the review was conducted
Communicate any updates to the other workforce members as necessary

Developing a standard policy and procedure format will enable consistency across relevant business units. To disseminate policies and procedures, the covered entity should look at a centrally managed repository solution that could automatically notify workforce members when updates occur. For example, this could be performed through an intranet site to inform workforce members of changes or through another type of shared portal that can notify workforce members of updates to policies and procedures. Posting changes in common areas could also provide notification to workforce members of updates. Security awareness training should reiterate any updates to policies and procedures and how these updates are made public to workforce members along with expectations of workforce members to keep abreast of these changes.

In regard to conducting periodic evaluations of policies and procedures, the individuals conducting these reviews should not be the same individuals responsible for the processes under review. These individuals should also have expertise or a reasonable level of competence when conducting these assessments. There are several methods that can be utilized to carry out these reviews such as walkthroughs of the process, interviews of workforce members, assessment of results, or actual testing of controls to determine effectiveness of the policy or procedure in place. For larger covered entities the internal audit team may be utilized to conduct the review as long as they have an appropriate level of separations of duties and competencies to conduct such audits. For smaller covered entities or in larger entities that may not have the expertise in-house, an independent third-party service provider should be contracted to assist the covered entity in determining their level of compliance.

3.3.3 Security Training

CMS determined that covered entities do not have policies and procedures in place to address the HIPAA/HITECH Security Rule provisions for security awareness training. For those covered entities that did have policies and procedures in place, they inadequately address the Security Rule requirements. When training was conducted, covered entities did not document or retain evidence of the training as required. In addition, security awareness training was not conducted prior to workforce members being granted access to systems containing electronic protected health information and refresher training was not provided on a regular basis.

Recommendations for these deficiencies are probably self-explanatory. However, as a point of reference, the covered entity needs to develop formal documented security awareness training policies that require new workforce members to receive training prior to gaining access to electronic protected health information. Security
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Awareness training should be provided to all workforce members as a refresher on an annual basis and training material should be updated at least on an annual basis or when necessary. Furthermore, any identified threats through the risk assessment process should be incorporated into the security awareness training. One example of such risk that may be identified is that posed by workforce members working remotely to access electronic protected health information. Finally, attendance of security awareness training needs to be documented, retained, and there should be predetermined sanctions for any workforce member failing to complete this mandatory training or managers that fail to have their members provided with this training.

3.3.4 Business Associate Agreements

There appear to be many deficiencies noted by CMS when it comes to the agreements between business associates and the covered entity. First, the covered entities reviewed had business associates, but there were no business associate agreements (BAAs) between them. Second, there may have been a BAA, but it was not signed by both parties as required. Finally, the BAAs did not address certain requirements dictated by the regulation such as addressing the HIPAA/HITECH Security Rule, developing a comprehensive risk management program, reporting vulnerabilities, reporting breaches, performing activities, and the right of the covered entity to perform an audit on the business associate or require corrections to any deficiencies discovered during the assessment.

It is recommended that covered entities develop a comprehensive process to define the requirements and selection criteria for a business associate. A covered entity should focus on the business processes of the business associate and vet these categories accordingly. A covered entity should develop a standardized template and process of review to document the completion, date, and signatures of both the covered entity and business associate entering into the agreement. The review of the agreements should be conducted at least annually and the procedures should be standardized to document the preamble, body, terms/conditions, and penalties of all business associate agreements.

A contractual document should be developed to describe the business relationship, the services provided, the flow of HIPAA/HITECH Security Rule Standards and Implementation Specifications, and the flow of the specification for the Minimum Necessary Rule regarding electronic protected health information. The business associate contract should have:

- A start and end date
- Full service description
- Delivery terms/conditions
- Delivery specifications
- Requirements for conducting a periodic risk assessment and reporting results to the covered entity
3.4 HIPAA/HITECH Privacy and Security Audit Program

To ensure compliance with the HIPAA/HITECH Privacy Rule, Security Rule, and the Breach Notification Standards, the Department of Health and Human Services (HHS) is required under Section 13411 of the HITECH Act to conduct periodic audits of covered entities and business associates. The Office for Civil Rights (OCR) established a pilot program that would perform these mandated audits on up to 150 covered entities between November 2011 and December 2012. The program’s objectives are to identify compliance opportunities, best practices, and new risks or vulnerabilities that were not discovered through OCR’s complaint investigation and compliance reviews. This program is a new part of OCR’s overall health information privacy and security compliance program.

There were three steps in the process of this pilot audit program. First, starting around July 2011, there was the development of the audit protocol. Just as discussed earlier, this was the test plan development phase. To make sure the testing protocols will work, a small sample of about 20 audits would be conducted. Covered entities were selected, notified, and the audits were performed utilizing the developed testing protocols in phase 2. A review was conducted and changes were made, as necessary, to the testing protocols so that they could be implemented in a standardized manner to the rest of the covered entities chosen. Phase 3 would consist of completing the remaining audits by December 2012.

Of course, every covered entity and business associate could be eligible for an audit. In this first round of auditing, only covered entities such as health services, health plans, and healthcare clearinghouses were chosen. OCR is responsible for selecting the entities that would provide a broad and diverse assessment base. Related to the enforcement authority of the OCR, the covered entity should comply with the audit and cooperate fully with the auditor throughout this process. As of this writing, KPMG, LLP, was selected as the OCR auditor for this pilot program.

The audit will include a site visit along with an audit report. Utilizing an interview and observation process, the auditor will determine compliance with the privacy and security standards. The auditor will share the results with the covered entity allowing the covered entity to respond to any findings. A final report, with issues identified along with resolution actions of the covered entity, will be
submitted to OCR. The audit could take up to 30 business days to complete. Once the covered entity receives the notification letter that it was chosen for the audit, it has a limited number of days (i.e., 10 business days) to supply all requested documentation. This notification will commence between 30 and 90 days prior to the expected site visit. Onsite work could take between 3 and 10 business days with a draft of the audit report to follow around 20 business days thereafter. The covered entity will have an opportunity to respond to the findings within 10 business days and the final audit report will be submitted to OCR within 30 business days after the responses are received from the covered entity. These audits are primarily utilized for compliance improvement; however, serious violations could come under compliance review by OCR to address these issues.

The final audit report will include (Lamkin 2012):

- Covered entity’s name and description
- Methodology and timeframe
- Best practice observations
- Other related documentation such as data, interview notes, and checklists
- A listing of the following for each finding
  - Condition — The evidence to back up any notation of noncompliance
  - Criteria — Citation of the potential violation of the HIPAA/HITECH Privacy or Security Rule the finding presents
  - Cause — Supporting documentation to substantiate the reason a finding exists
  - Effect — The risk presented by the finding
  - Recommendations to mitigate the finding
  - Any corrective actions taken by the covered entity
- Conclusion
- Corrective action plan
- Recommendations to HHS (i.e., continued corrective action or future oversight recommendation)

3.5 SAS 70/SSAE 16 Debate

The American Institute of Certified Public Accountants (AICPA) developed the Statement on Auditing Standards number 70 (SAS 70) to focus on controls around internal financial reporting. Since data centers and colocations (COLOs) companies house systems that maintained financial reporting applications, users of these companies needed an objective opinion about these data centers. These users started to use the SAS 70 as a requirement before they would utilize the data center (or COLO) companies. The data center owners went out and conducted these audits, but it was not long before marketing got involved and claimed that their businesses were “SAS 70 certified” to validate their data centers. Unfortunately, the SAS 70 had no objective criteria. Some audit reports may have as little or as
many control objectives as the operators of the data center wanted to include on the report. In addition, these companies may claim to be audited even if they did not pass the audit. “The end result is that a SAS 70 audit means nothing without reading the details of the audit report” (Klein 2012). French Caldwell, research vice president at Gartner, concurs with this point by saying, “SAS 70 is basically an expensive auditing process to support compliance with financial reporting rules like the Sarbanes-Oxley Act (SOX). Chief Information Security Officers (CISOs), compliance and risk managers, vendor managers, procurement professionals, and others involved in the purchase or sale of IT services and software need to recognize that SAS 70 is not a security, continuity or privacy compliance standard” (Gartner 2010).

In an attempt to fix some of these issues with the SAS 70 audit, AICPA created a new standard known as the Statement on Standards for Attestation Engagements No. 16 (SSAE 16). The SSAE 16 now requires “the auditor to obtain a written assertion from management regarding the design and operating effectiveness of the controls being reviewed” (Klein 2012). The company can still choose its own controls, but as long as management attests to the fact that they follow these controls, they can claim to be SSAE 16 audited. It is still up to the report reader to decide the worth of the audit.

Since the SSAE 16 still focused on internal financial audits, the AICPA developed the Service Organization Controls 2 (SOC 2) audit specifically for data centers. To make things a little more confusing, however, they also developed the following (Klein 2012):

- Service Organization Controls 1 (SOC1) (also known as SSAE 16)—Type 1 and Type 2 that can be delivered from a SSAE 16 audit
- Service Organization Controls 2 (SOC 2)—Type 1 and Type 2 but can use up to five different control objectives as follows:
  - Security
  - Availability
  - Processing integrity
  - Confidentiality
  - Privacy of systems/information
- Service Organization Controls 3 (SOC 3)—Only audit that has a public seal that provides the same level of assurance as SOC 2 but does not provide a detailed description of tests performed. SOC 3 is intended for general release.

As a special note of reference, some companies are now claiming to be “SSAE 16 SOC 2 Certified”; however, there is no such certification available. “As long as users only look for the SSAE 16 audit checkbox, operators will be tempted to use the least rigorous audit criteria to simply pass the audit” (Klein 2012). This is synonymous with claiming to be “Certified HIPAA Compliant”; there is no such certification available as well. Per the HHS, “There is no standard or implementation
specification that requires a covered entity to ‘certify’ compliance” (Department of Health and Human Services Office for Civil Rights n.d.). Although 45 CFR § 164.308(a)(8) requires a covered entity to perform “a periodic technical and non-technical evaluation that establishes the extent to which an entity’s security policies and procedures meet the security requirements,” this evaluation can be performed by either internal or external organizations that provide evaluations or “certification” services. “It is important to note that HHS does not endorse or otherwise recognize private organizations’ ‘certifications’ regarding the Security Rule, and such certifications do not absolve covered entities of their legal obligations under the Security Rule” (Department of Health and Human Services Office for Civil Rights n.d.). Just because a covered entity conducted “certification” by an external organization does not mean that HHS will not subsequently find a security violation for which the covered entity will be held responsible.

As Caldwell states, “To ensure that vendor controls are effective for security, privacy compliance and vendor risk management, SAS 70, its successor Statements on Standards for Attestation Engagements (SSAE) 16, and other national audit standards equivalents should be supplemented with self-assessments and agreed-upon audit procedures” (Gartner 2010). Some of these other national audit standards include the following (Gartner 2010):

- Internal Organization for Standardization (ISO) standard certifications
- BITS Shared Assessments—Provided by a consortium of service providers, their customers, audit firms, and other third-party assessors
- SysTrust and WebTrust—Sponsored by AICPA and performed by qualified CPA auditors
- AT Section 101—Sponsored by AICPA and performed by qualified CPA auditors but a more flexible attestation procedure

3.6 Corporate Governance

Compliance along with information security is an enterprise-wide, corporate governance issue. Major decisions related to the way that compliance is handled in an organization need to be made at the highest level. With limits in budgets and resources, some covered entities have resorted to implementing a multitier approach to governance. This approach includes the following:

- An executive-level steering committee—Normally chaired by the chief information security officer. This committee is responsible for providing the overall broad strategy and commitment to information security efforts including compliance-related matters. This committee will establish budget limitations, goals, priorities, and actions that should be carried out by participants.
Advisory groups—These groups could be organized by projects or functions within the covered entity. These teams can provide detailed insights that can then be reported or recommended back to the steering committee.

Subcommittees—These subcommittees should include representation from across all areas of the covered entity.

Along with setting up an organizational structure, certain rules should be applied. For instance, certain proposals should come from certain responsible parties within the covered entity. These proposals require sponsorship from executive management and each one should have a business case to justify the need. Reviews should be conducted on the effect the proposals it may have on existing systems. Finally, the process developed needs to be adhered to and there should be no opportunity for bypassing by the decision makers.

The following are some additional rules that should be implemented to handle the corporate governance process (Morrissey 2012):

1. Chain the committees—The chairperson for one committee should be on the committee of the next upper level. For instance, the chairperson of one of the subcommittees should be on the executive-level committee that will make the decisions that the subcommittee is handling.

2. Set authority—Clear lines of authority should be drawn so that each committee is aware of the level of authority they have over certain decisions.

3. Make time worthwhile—Do not have meetings just to have them. For instance, if meetings are only providing status reports, e-mail these reports to responsible workforce members rather than having a meeting. Use meetings to make important decisions and discuss matters that could not be handled in other ways.

4. Use governance accordingly—Some covered entities are not at the level to implement this process. Know when the likelihood of success for such a method is appropriate.

5. Leaders should take a stand—Individuals in charge of the committees need to have the proper authority and can take a stand. If real change will take place, these leaders must be able to articulate their decisions and have the proper authority to carry them out.

3.7 Summary

This chapter explains the differences between regulations, policies, procedures, standards, and guidelines. A lot of individuals believe that these terms are interchangeable, but they have very different and specific meanings. An understanding of these differences is necessary to better comprehend the overall compliance process. Safeguards are the result of analyzing the necessary resources that must
be implemented to adequately satisfy compliance. These safeguards must be reasonably implemented based on several factors including financial, technical, and personnel resources available to the covered entity. Specific areas of concern were noted through the Centers for Medicare & Medicaid Services’ compliance review. These issues were published so that other covered entities can benefit from this insight to strengthen their own compliance efforts. As part of the HITECH enforcement requirements, the Office for Civil Rights hired KPMG, LLP, to conduct audits on 150 covered entities by the end of 2012. Although this audit is intended to assist in compliance efforts, severe violations may come under additional investigations. As discussed in Chapter 2, civil penalties can be severe and covered entities should take the appropriate actions to limit their risks of liability.

This chapter ended with a discussion on SAS 70 and SSAE 16 reporting. A lot of specific information was provided on the audits themselves, but one of the most important tips is that the reports, no matter what type, should be read and a determination should be made as to how well the organization under audit is conducting business.
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Foreword

The Health Insurance Portability and Accountability Act (HIPAA) was signed into law by President Clinton in 1996, and the son of HIPAA, the Health Information Technology for Economic and Clinical Health (HITECH) Act was signed into law in 2009 by President Obama as part of the American Recovery and Reinvestment Act.

One of the most often heard complaints about HIPAA is that it is far too broad, without adequate details and directives, which in turn leads to way too much interpretation in relation to HIPAA compliance.

That grievance seems to bear fruit in the fact that in 2011 half of the most significant data breaches involved stolen patient health data, according to a report by the consumer-advocacy group Privacy Rights Clearinghouse.

In The Definitive Guide to Complying with the HIPAA/HITECH Privacy and Security Rules, Jay Trinckes is providing a tremendous service to any HIPAA-covered entity in particularizing the gory technical details around HIPAA and HITECH that the U.S. Department of Health and Human Services never got around to documenting.

Why are medical systems such a target? For the attacker, a large metropolitan hospital billing system contains hundreds of thousands of credit card records in its database. It will have detailed medical information about politicians, entertainers, public officials, and more. It will have a storage area network (SAN) with perhaps a few terabytes of free space in which to store files, illegal content, and more.

Given that medical systems are such an enticing target, it is incumbent on the chief information officers and chief information security officers of those systems to ensure that they are adequately secured—and this book is a good place for them to start.

Ben Rothke, CISSP, CISM
The Department of Health and Human Services (HHS) has published four major rules implementing a number of provisions and regulations set out by the Health Insurance Portability and Accountability Act of 1996 (HIPAA) and amended by the Health Information Technology for Economic and Clinical Health (HITECH) Act of 1999 as part of the American Recovery and Reinvestment Act (ARRA). These rules are the Privacy Rule; the Electronic Transactions and Code Sets Rule; the National Identifier requirements for employers, providers, and health plans; and the Security Rule. It also includes more regulatory control over enforcement actions and stricter penalties for noncompliance. These rules apply to healthcare providers, healthcare clearinghouses, and health plans that are required to implement and comply with these rules, especially the Security Rule. Failure to implement or comply with these rules can leave the covered entity or others that need to comply open to large monetary fines, civil lawsuits, and other penalties.

With the rise of security breaches and other high-profile incidents regarding successful hacking events, it is very apparent that information has become a valuable commodity. The United States has transformed from a nation built on manufacturing and industry into an information/knowledge powerhouse. With the advancement in technology comes the opportunity for criminals to find another source of income by exploiting vulnerabilities within this technology. Retail, financial, and governmental entities have been the target and have fallen victim to these types of crimes; however, these industries are not the only industries susceptible. Technology has made companies more efficient and even now healthcare providers are required to submit Medicaid and Medicare reimbursement requests electronically. These capabilities have brought with them additional regulations for the healthcare industry. These regulations have brought to the forefront the importance of securing electronic protected health information (EPHI).

Just as a credit report is used to determine the credit worthiness for an individual, so will patient information eventually be used or already may be used to determine the health status of individuals. There has been a boom in the market of selling patient information to health and life insurance companies. These insurance
companies will rate individuals on their “health score” to determine their eligibility for a specific healthcare product or service.

Wherever there is money or financial gain to be made, there will be individuals who will attempt to get into the market. This can be done legally or illegally. Since the name of the game is information, the information becomes very valuable. This raises one major question: How well do you, as a healthcare provider, protect your clients’ medical records and patient information?

The Security Standards in HIPAA were developed to implement appropriate security safeguards for the protection of certain EPHI that may be at risk, while permitting authorized individuals to access and use this information under allowable uses.

Assessing these standards takes into consideration three fundamental security parameters: confidentiality, integrity, and availability (Figure 0.1).

This book was designed to assist the healthcare provider, or covered entity, in reviewing the accessibility of EPHI to verify that it is not altered or destroyed in an unauthorized manner and that it is available as needed by authorized individuals for authorized use. This book covers the following implementation standards and provides recommendations on how to comply with these standards, if required, to strengthen the security posture of the organization:

- Administrative safeguards
- Physical safeguards
- Technical safeguards
- Organizational requirements
- Policies/procedures and documentation requirements

Following the recommendations in this book will provide a covered entity the assurance that it is complying with the implementation standards of the Privacy...
and Security Rule of HIPAA/HITECH, along with providing recommendations based on other related regulations and industry best practices. This book can also help those entities that may not be covered but want to assure their customers that they are doing their due diligence to protect their personal and private information. Due to the fact that the HIPAA/HITECH rules apply to all covered entities and will most likely apply to business associates and subcontractors of business associates, it may not be long until these rules become the de facto standards for all companies to follow.

One of the most valuable parts of this book is the sample documents that are required and directions in using these policies/procedures to establish proof of compliance. This book will not take the place of a qualified individual conducting HIPAA assessments on the covered entity; however, the entity will be better prepared when the assessment is conducted or if an HHS auditor arrives at the door. The entity will also be well informed about taking the proper steps to protect its client’s information and strengthen its security posture. This can provide a strategic advantage to the organization, not only demonstrating to clients that it cares about their health and well-being but also cares about their privacy.
I would like to thank a number of individuals who assisted me in writing this book. First, I would like to thank my wife, Wendy. Without your support and encouragement, this book would have never been written. I will love you always and forever. Second, I thank my children, Traci and Brandon, for their understanding in allowing me to have the time needed to write.

I also thank my publisher, Richard O’Hanley, and all the members of CRC Press for their hard work. Your dedication to this project is unbeatable. I think we had some good success on our first book together and believe we have hit another home run with this one.

Finally, I thank all of my contributing authors and reviewers for their expertise and contributions.
John (Jay) Trinckes, Jr., CISSP, CISM, CRISC, CEH, NSA-IAM/IEM, MCSE-NT, A+, is the chief information security officer (CISO) for Path Forward IT, a managed service provider of IT and security services for the healthcare industry. Jay has previously worked as a senior information security consultant and authored The Executive MBA in Information Security, published by CRC Press, 2009. Trinckes has developed enterprise-level information security management programs for multiple clients along with conducting countless successful internal/external vulnerability/penetration assessments and other specific technical compliance audits. Trinckes has been instrumental in developing policies/procedures, audit plans, compliance assessments, business impact analysis, and business continuity and disaster recovery plans for several clients. He also conducts security awareness training and other presentations related to information security.

Trinckes is a Certified Information Systems Security Professional (CISSP), Certified Information Security Manager (CISM), Certified in Risk and Information Systems Control (CRISC), and a Certified Ethical Hacker (C-EH). He holds certifications in the National Security Agency (NSA) INFOSEC Assessment Methodology (IAM) and INFOSEC Evaluation Methodology (IEM), along with Microsoft Certified Systems Engineer (MCSE-NT) and Comptia A+ Certifications. Trinckes provides a unique perspective on compliance as a result of his previous work experience as an information security risk analyst, IT manager, system administrator, and law enforcement officer.

Trinckes graduated with a bachelor’s degree in business administration/management information systems from the Union Institute and University with a 4.0 GPA and is currently working on multiple network- and security-related certifications. Trinckes is a member of numerous highly recognized security industry associations such as the FBI’s InfraGard®, Information Systems Audit and Controls Association (ISACA®), and the International Information Systems Security Certification Consortium (ISC²).

When Trinckes is not consulting or writing books, he likes to spend his spare time cooking, working out with his wife, and playing video games with his kids. Trinckes can be reached for assistance or comments related to this book at hitechpo@windstream.net.
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